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oday, Aadhaaristhe most
trusted 1D and widely

tion gystem in India which has
the facility of zuthentication
online and offline anytime,
anywhere. Aadhaar has
empowered 119 billion Indians
with a credibleidentity.

Nowadays, the fact s that
Aadhaar inspires more confi-
dence and trust between per-
son-to-person and person-fo-
systern than any otheridentity
document in India. Almost
everysixth person intheworld
holdsan Azdhaar card,

Asdhaar—the 2 digh unilque
identification nuriber--has
tremendouspotential tobring
revolutionary transformation
asit empowers people in myr-
iad ways so that a sense of
enhanced securly and trust
prevails in the ife of people at
large,

And all this is possible
because of Aadhaar, its tech-
nology, its platform, isauthen-
tication infrastructure and its
use as the verifiable identity,
Andbaar hasenabled one-sixth
population on this planet to
proveirrepudiably thats/hels
theonewhoms/he daimstobe
anctlas i}mﬂghﬂnéigttai revo-

lution in the life of evez*y_

Fneian.,
Truetoits transformational

potentialsof cleansing thesys-

tem of fakes, ghost and dupli-
cates, Aadbaar has turned into
a gante changer in favour of
poor, fthasnotonty beenable
tocreate sectre and safe envi-
rons where people can rusta
person with his verifiable ID
but hasalsobesnan Instrument
o curb black money, money-
laundering, check on benami
dealing and banking frauds,
improved tax compliance,
enhunced transparency inthe
system, hassle-free deliveriesof
service, ease of Hfe and busi-
ness, el

held unique identifica- |

Flowever, Aadhaar 15 often
under attack from various
quarters mainly on the miscon-
ceived groundsof surveillance
or Orweilian design that may
significantly alter the relation-
shipbetweenthestateand the
eitizen, il -perceived data

" “breach” orleskages, so-called

exclusionsand denials, privacy
invasion, ete, Let me dispel
with due réspect to the critics,
some of the misperceptions.
Attheonset, itispertinentto
know Social Security Number
(88Nystoryas tohowoneofthe
developeddemocraciesUnited
States of America introduced
unigue identification numbers
tocleanse theirgystem through
anenactment in 1935 foralim-
fted prrpose of providing social
security benefits during the
Great Depression. Later, in
1942, it expanded the scope
through an executive order
which mandated all federal
agenclestoexclusively use 35N
intheirprograms. In 1962, 85N
wag adopted as officlal Tax
{dentification Number (TIN)
for incorme {ax purposes. Far-

ther in 1976, Social Security Act

was further amended to say

-that any State may, in the
adminisirationofany tax, gen>
eral public assistance, driver’s”

Heense, or motorvehicle regls-
fration lw utilize S8N for the
purpose of establishing the

identifiestion of individuals

andmay require any individual
to farnish S5,

The mandatory use of 88N
by the state did not gownchal-
lenged in U8 courts which
eventually heldmandatory use
of 85N 1o be constitutional, It
was held by the Federal Court
in Doyle va. Wilson Case that
“mandatory disclosureofone's
social security number does
not so threaten the sanctity of
individual privacy astorequire
constitutional protection.” In
other cases, courts held that
“requiringan $§Nonadriver’s
license application is not
ureonstifutional, nor s a
vequirement that welfare

Aadhaar hos enhanced govt's
ability to directly connect,
reach, and serve people.

reciplents firnish their S5Ms”
and “preventing fraud in fed-
eral welfare programs s an

important goal, and the S8N

reguirement is a reasonable
meansof promoting that goal™.

In United Kipgdom, too,
almost every
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spread mandaiory usage of
suchnmmberandiislinkingin

- -most citizen databases, be it

SSNintheUSorNiNinthe UK
that potentially enables the
statetotrace every person, has
neftherrendered theircitizens
vuliierable nor have made
these countries surveillance
states. Obviously, there ars
safeguardswhich preventsuch
things happening there.
Similarly in India, Aadhaar
seeks to cleanse and upgrade
systemstoprovide transparent

. and accountable governance

with ease of business and Jife
and acoords the highest signifi-
cancetothe privacy of people.

No doubt, Aadhaar has
erthanced governiment'sability
tedivectly connect reach, and
serve people which unfortu-
nately areprojected asincrease

in the state’s power and Aad- |

haar being perceived as an
instrument of state surveil-
lance. Bat Aadhadr Act and
Regulations have strony safe-
guards which will prevent it

from being used ag an “elec- -

tronde leash” or

vice reqguires
Wational Inaur-

.ance Number (NIN). ii is

srequired from those whowant
to work, open bank accounts,
paytaxes, want toreceivechild

benefiis, and even those *&ha}
wanttovote, ;

crities object to collection of
hiometrics and the system of
central number which can
potentially link all the data-
basas, They must understand,
one, t%mt the collection of bio-
mefrics by the state perse fora
legitimate purpose isan estab-
Hished and incontestable prac-
ticesanctioned by lawin India.
One is statutorily reguired to
give biometrics, fongwanisa
driver Hicence, sellorbuy prop-
erties, or obtain a passport.
Two, that creating a system
of central numbser in a central
databaseby the state and wide-

¢ lance”,

?iease rersember that Aad~

haaris based on three core”’
o pmmp%%afﬁﬁﬂﬁﬂaiirﬁcm
“tion, optimal ignorance and

federated database, and them-

“r} ifore in its whole lifecyele, an
Arguing that neither SSE“
nor NIN ishased ofi Blomietrics,

Addhaar databdsé contains

only that much information
thatyougivetoitatthetimeof |

enrolment or updatiorn: i has
your name, address, gender,
date of birth/age and photo-
graph and corebiometrics (10
fingrerprintsand 2irisscans). It
also hasyour mobiieand emad],
Hyougive.

Also, the cove biometrics is
highlyencrypted atthe fimeof
enrolment/updation and s
never keptunencrypted andis
nevershared.

When people use Aadhaar
for accessing vartous services,
thelr information remains in
silos of federated databasesso

an“instrument
of state surveil- |

that each agenicy remaing opti-
mally ignorant:The Unique

" Identification ‘Authority of

India's (UIDAD recent meas-
ureson Virtual ID, Uy Token,
and Limfted E-KYC will fiirther
strengthen privacy: 10w
Azdhaar doesmot collect or
receive any information from

“anyservicesproviderorlinking

exercize be it ‘your-bank
accountor SIM ormufual fund
ordebit/credit card or sharesor
PAN, or vour pérsonal profile
like vour farnily, caste, religion,
education, oceupation, finan-
cial orproperty details, health
records, efe, .
And so far 25 UIDAL s con-
cerned, respondstosuchver-
ification recgut;sts by replying
eithér “Yes” or "No™. In few
casesifrequired and thereplyis
*Yes", UNDAT sends only your
basic KYC detalls {name,

adidress, photo, etc)) available
-withit, Thus, Aadhaar empow-

ers people and not the state,
Allegationsof Indiabecoming
a swrveillance or “Orwellian”
state, with people’sright todis-
sent sfifled are hence tata}E

cunfounded,

Furthermors, Aadhaar is

T legally backed by Aadhaar Act,

2016 which has strict provi-
slons for privacy protection,
dats security and sharing, and
also, stringentpenaltiss forvio-
lation including three years

imprisonment.

The Actcoversthehasicten-

‘etsof privacy protectionmess-
‘urssrelating to informed con-

sent, collection lmitation, and
useand purpose mitation and
sharing restrictions. More so,
UIDAL—the Aadhaar fssuing
body--has zero tolerance pol-
iy againstany violation of Aad-
haar Act 2046,

UiDAlremainsopen i{} con-
structive suggestions and will
continue {0 continuously
review and strengthen s sys-
tert for the empowerment of
people.

Fheauthoris thechiefexeci-
Hueofficer ofthe Unigue Identifi-
cation Authorityof ndia,



