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Have NoFear, It's Linked to Logic

R S Sharma

There has been an intense debate
aboutthelinking of Aadhaar with
various artefactslike bank accoun-
ts, investment accounts and mobile
numbers. Aadhaar-linking with ra-
tlon cards, MNREGA, scholarships,
LPG connections and other benefit
delivery systems is already in place.
Those opposing this linking cite pri-
vacy as their main argument. They
assert that this will enable Gol to pro-
file them and provide it with more
information than what it should.

Cleaning upof social benefitdata-
bases of duplicates and ghosts tore-
duce leakages was one reason to start
the Unique Identification (ID) prog-
ramme. The other was toprovide in-
clusive and verifiable identification.
The idea was that if unique IDs were
created for people, this could be used
to clean up other databases through
‘seeding’ of these unigue IDs.

Theother ways toclean up these da-
tabases was to create an Aadhaar-like
system at the back-end. The only way
to ensure unigueness with a very
high degree of accuracy is to use tech-
nology. This would have meant dupli-
cation of an Aadhaar-like infrastruc-
ture and would have been expensive
and unnecessary. So, the ‘seeding’ of
Aadhaar numbers in these databases
is the most efficientmethod.

To associateany entry with areal
person cannot be construed as viola-

open an account and when they ask
you to provide your Know Your Cus-
tomer (KYC)details, youcan't claim
this violates your privacy. Banks also
mustensure they are providing ser-
vice toareal person.

Once every database islinked to
Aadhaar, UIDAI, goes one argume-
nt, will know all your details such as
bank accounts and stock holdings.
The UIDAI can then, allegedly, stop
any of your services if it wishes.

First, when you link any database
to Aadhaar, the entity maintaining
thatdatabase merely authenticates
with UIDAI regarding the accuracy
of your Aadhaar.

Once you provide your Aadhaar
details to a bank, the bank conducts
ademographicauthentication with
UIDATI toensure this number belongs
only to you, after sending your name
and other details to UIDAT and get-

ting a yes or noresponse.

Your bank account detailsaren’t
shared by your bank with UIDAL
UIDATjust authenticates and hasno
information relating to the purpose
of authentication or details of tran-
saction. So, the question of profiling
or centralisation of information does
notarise.

Thelinkingof the mobile is, howev-
er;, a bitdifferent. First, when youen-
rolled for Aadhaar, you may have giv-
en your mobile number and that num-
ber (or email ID or both) isretained
with UIDAT to communicate with you
through a one-time password (OTP).
If you did not provide your mobile
number and you link it subsequent-
1y, UIDAI keeps that mobile number
on which youexpect the OTP and in-
formation relating to your authenti-
cation transactions.

Second, mobile-linking creates a sit-

tionof privacy If yougotoabankto There's no privacy to beviolated here

uation where seeding of otherdocu-
ments becomes more robust. When
you link your bank account, an OTP
issent by UIDAT to your mobile reg-
istered with your Aadhaar. Mobile-
linkingalso sends adigital KYC to
your telecom service provider tore-
place your KYC papers with the digi-
tal KYC(eKYC). This is digitising the
telecom customer database. It also
eliminates ghosts from the telecom
subscriber database.

Finally, there’s the issue of aggrega-
tionof information using your Aadh-
aar number: First, this would require
the aggregating entity to have access
toall the databases where you figure.
If thatentity has legitimate access,
itcanget theaggregated information
using your name or mobile number,
even without Aadhaar.

Butaggregation is done only of pub-
licly available information. A Goog-
lesearch does not throw up your bank
account details if these aren't public-
ly available. But if you or any other
entity proactively publish your bank
account details, then this information
will be caught by the search engines
and will come up. So, linking your
Aadhaar number doesn’tmake thin-
gseasier for any entity toget infor-
mation about you than what it isnow.

UIDATI has introduced Virtnal IDs
for those who do notlike to share th-
eir Aadhaar number for authentica-
tion or linking. Further, tokenisati-
on will ensure that various entities
don't have accessto your Aadhaar
number while verifying your identi-
ty with UIDAL

Aadhaar-linking doesn't violate pri-

o vacy of individuals. So why somepeo-
2 pleoppose thismove s quite unclear.
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