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Traichief’sdatanot
from Aadhaar
database: UIDAI

PRESS TRUST OF INDIA

NEW DELHI, 29 JULY

The UIDAI today said that
the personal details of Trai
chief RSSharmabeingput
outonTwitter are notfrom
the Aadhaar databaseorits
servers, and that “so called
hacked information” is eas-
ily available with a simple
search on Google and ot-
her sites, withoutusingthe
12-digit unique identity
number.

The UIDAT jumped into
thedebate followinga full
blown war of words on
Twitter between Trai chair-
man RS Sharmaandsome
usersover the potential of
the Aadhaarnumberbeing
misused.

The Telecom Regula-
tory Authority of India
(Trai) chairman yesterday
shared his Aadhaar num-
ber publicly, challenging
anyone to show how mere
knowledge of the number
can be misused to harm
a tsunami of tweets with
Twitteraticlaimingto have
obtained Sharma's per-
sonaldetails ~ fromPANto
mobile number.

Inastatement today, the
UIDAI said: “...any infor-
mation published onTwit-
teraboutthe said individ-
ual..RS Sharma was not
fetched from Aadhaardata-
base or UIDAT s servers.

“In fact, this so-called
"hacked'’ information (about
Sharma'spersonal details
such as his address, date
of birth, photo, mobile
number, e-mail, etc.) was
already available in the
publicdomain ashe (was)
apublicservant for decades
andwas easily available on
Google and various other
sites by a simple search
without Aadhaar num-
ber.”

Rubbishing all claims
that Sharma'’s personal
details were dug up using
his Aadhaar number, the
Unique Identification
AuthorityofIndia (UTDAI)
said it “condemns such
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My Asdhaar number is 7621 7768
7740

Now | give thes challenge to you
Show Me one CONCrete example
where you can do any harm to me?
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malicious attempts by few
individuals to malign the
world's largest unique
identityproject - Aadhaar”.

Many users had claimed
that they got Sharma's
personal details “by hack-
ing Aadhaar database”, but
the UIDAI said such a
claimwas “farce” andthat
nosuchinformation about
Sharma has been fetched
from either its servers or
Aadhaar database. The
Aadhaar database is safe,
the UIDAI added.

“This is merely cheap
publicity by these
unscrupulous elements
whotrytoattract attention
by creating such fake news,”
itsaid.

Anyone can google or
tap othersources andfind
out Sharma's personal
details without Aadhaar,
UIDAI said, pointing out
that the Traichiefs mobile
numberisavailableonthe
NIC website as he was, at
one point, thelT secretary.

Similarly, other details
like date ofbirth areavail-
able in the civil list of TAS
officers kept in public
domain, whilehisaddress
ison Trai websitegiven his
current role. The email id
may be available in pub-
lic domain too, it added.
"They clubbed all these
inputs and claimed that
they have managed to
breach Aadh aar database
andgothis personal details,
whichiscompletelyfalse,”
the statement said.

The UIDAI said that
giventhe connected digi-
tal world, various search
enginessuch as Google, can
throw up personal data
“without Aadhaar” and a
profile can be made.



