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FIR filed in Aadhaar data leak
case; all info safe, says UIDAI

PERSONAL DETAILS FOR Y500?

Grievance Tool
Used For Breach
At Surat Office

Times News NETwork

New Delhi/Chandigarh: The
Unique Identification Autho-
rity of India (UIDAI) has re-
gistered an FIR for unauthori-
sed access to Aadhaar data,
such as names and other de-
mographic details, due to the
misuse of the grievance red-
ressal facility at the office of
the Surat district administra-
tion in Gujarat.

The breach came to light
following a report in The Tri-
bune that claimed an “agent™
available on WhatsApp facili-
tated access by a login ID and
password to the particulars
of any Aadhaar number. The

» Grievance redress » The agent was
facility used for breach paid 3500 through a
said an ‘agent’ —— » Particulars such
available on - as name, address,
WhatsApp facilitated pin code, photo,
access by a login ID phone and email were

and password to particulars accessed and an Aadhaar
of any Aadhaar number card printed, the report said

information, is fully safe

UIDAI assures that there has not been any Aadhaar
data breach. The Aadhaar data, including biometric

agent, thereportclaimed, was
paid Rs 500 through Paytm.
Particulars such as name,
address, postal code, photo,
phone number and email we-
re accessed and the Aadhaar
card printed, thereport said.
UIDAI denied that the
breach allowed access to mil-
lions of Aadhaar cardhol-

ders’ details, saying the sea-
rch facility 1s available for the
purpose of grievance redres-
sal to designated personnel
and state government offici-
als and details are limited to
the particular Aadhaar num-
ber punched in. The system
did not provide an avenue
to other cardholders. Demog-

raphic information cannot be
misused without biometrics,
UIDAI said.

An FIR has been filed in
Maohali from where the “pur-
chase” of access to Aadhaar
data was reported. Officials
said they are taking the
unauthorised use of the grie-
vance mechanism seriously
and will work with police to
trace people involved in ma-
king the login ID and pass-
word available toa private en-
tity, which will also be investi-
gated.

“UIDAI assures there has
not been any Aadhaar data
breach. The Aadhaar data, in-
cluding biometric informa-
tiom, is fully safe,” UIDAIsaid,
adding the redressal mecha-
nism was intended to help re-
sidents by entering their Aad-
haar or enrolment number.
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appears to be amisuse of
./ the grievance redress se-
arch facility, UIDAI said it
maintainsacomplete logand
traceability and legal action
will follow. “UIDAI reiterates
that the grievance redressal
search facility gives only lim-
ited access toname and other
details and has no access to
biometric details,” it said.

The media report also
mentioned that groups ope-
rating on the internet targe-
ted village-level enterprise
(VLE) operators operating
under the Common Service
Centres Scheme and said the
VLEs had gained illegal ac-
cess to Aadhaar data to sub-
sequently claim to provide
“Aadhaar services”.

A UID official pointed out
that enrolment agents did
not have access to the Aadha-
arsystem.

With the Supreme Court

S‘N tating that the given case

due to soon pronounce on the
validity of the use of Aadha-
ar for arange of services, the
claim of a data theft raised a
flurry of reactions, with Left
leaders saying the incident
exposed thefrailty of the UID
system. Senior police offici-
ers told TOI that by entering
Aadhaar numbers, one could
got details avallable on an
Aadhaar card.

A person working with
the government on Aadhaar
projects said no material le-
ak had happened in this case.
“Aadhaar has less informa-
tion about you than even the
voter IDcard,” he said.

For fullreport, log on to
wun. timesofindia.com



